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fraudsters
Misuse of contact numbers and pictures saved in mobile
Financial loss
Misuse of your credentials
Lose control over your mobile
Spam messages

nts to note to Safeguard yourself

Immediately uninstall the fake app downloaded on your mobile (go to settings> apps> Whatsapp (pink
logo) and uninstall it)

Never click on links received from unknown sources without proper verification/ authentication

Always install apps through official app store of Google / 10S store or legitimate website

Do not forward the links or messages to others without authentication/verification

Never share your personal details or financial information like login credentials/passwords/credit or debit
card details and other such information online with any one, as it can be misused

Be aware and alert about such attempts of cyber criminals by keeping track of the latest news and updates
on activities of cyber fraudsters
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